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On September 12, 2023, the Veradigm Board of Directors adopted this revised, comprehensive Code
of Conduct that applies to all our board members, contractors, and employees, including our Chief
Executive Officer, Chief Financial Officer, and senior financial and accounting officers. Our Code of
Conduct requires, among other things, that all of our board members, contractors, and employees
avoid conflicts of interest, comply with all laws and other legal requirements, conduct business in an

honest and ethical manner, and otherwise act with integrity and in the best interests of Veradigm.

Veradigm employees may not vary from the requirements of this Code of Conduct without a written
waiver signed by the General Counsel or CEO. Pursuant to NASDAQ rules, any waiver of the Code

for executive officers and directors can only be made by the Board of Directors.
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Connected to Our Mission

We at Veradigm are dedicated to creating a fully integrated healthcare ecosystem, providing
advanced insights and data-driven solutions, and continue to evolve in our mission of Transforming
Health, Insightfully.

Leveraging technology to simplify healthcare. Veradigm is focused on research, analytics, and
building scalable data-driven solutions of value for ALL healthcare stakeholders. These stakeholders
include Biopharma, Health Plans and Payers and Healthcare Providers.

THE VERADIGM PROMISE

To be worthy of our clients’ trust and partnership, we must uphold the highest levels of business ethics and
personal integrity in all interactions and transactions. Veradigm requires each valued Team Member, as a
condition of their employment at Veradigm, to uphold the corporate responsibilities summarized in this Code and
the associated policies it references by staying:

. connected to their responsibilities as stewards of Veradigm, its resources, and its conduct;
. connected to the best interests of Veradigm;

- connected to their fellow Veradigm Team Members;

. connected to our clients;

. connected to fair competition in our industry; and

. connected to the spirit and letter of the laws, regulations, ethics, and agencies that affect our
business within the countries Veradigm operates.

The spirit and letter of this Promise is defined further in this Code of Conduct. Each Team Member is held
accountable to learning and adhering to the Veradigm Promise and the Code of Conduct on which it is
founded.

IMPORTANT:

The Veradigm Promise

outlines our commitment to stay
connected to our corporate
responsibilities and our values
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each individual. It also encourages each Team Member to act as
stewards of the company and its resources. Team Members are

charged with ensuring the company stays connected to the principals
described in this Code and taking corrective steps when it does not.
Veradigm is committed to protecting stewards who take steps to
report violations of this Code in good faith.
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Connected to Our Stewardship Responsibilities

As members of the Veradigm team, we are entrusted by shareholders, clients and fellow Team Members
with the responsibility to protect the assets and reputation of the company.

We are not only responsible for our own behaviors and compliance to the Veradigm Code of Conduct,
but we are also encouraged to report any violations of the Code we witness. Veradigm supports an
active Open Door Policy (as described in detail within the Team Member Handbook) in which Team
Members can speak freely and openly about their concerns and ideas. Team Members who honestly
raise compliance concerns will be protected from any retaliation associated with their report.

Who Must Follow this Code

Board members, employees, and contractors must follow this Code. Veradigm Team Members working
with third parties representing Veradigm must require these parties to comply with the applicable
material aspects of this Code. This includes partners, consultants, agents, sales representatives, firms,
distributors and independent contractors.

What Team Members Should Do

All Team Members contribute to a culture of ethics by understanding the Veradigm Code of Conduct,
embracing a commitment to integrity, and acting to enforce compliance and avoid violations. Team
Members can take steps to implement the Veradigm Code of Conduct by:
UNDERSTANDING THE VERADIGM CODE:
- Gain a basic understanding of the policy requirements summarized in this Code
. Learn the details of policies relevant to their job
« Find useful tips and tools, as well as up-to-date information, on the Veradigm Compliance Intranet site

. Go to their manager, the Veradigm Legal Team, or Human Resources with any questions

SPEAKING FREELY:
« Raise any concerns they may have about potential violations of any Veradigm policy
- Understand the different channels for raising integrity concerns
« If a concern they raise is not resolved, pursue the issue

REMEMBER:

. Cooperate in investigations related to integrity concerns
The Veradigm Open Door

Policy encourages Team
Members to speak freely
about their compliance
concerns without fear of
retaliation
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What Leaders Should Do

A leader should embrace the Veradigm Open Door Policy and create a culture of compliance in which
Team Members understand their responsibilities and feel comfortable raising concerns without fear of
retaliation. Leaders should ensure that they and their teams comply with the Veradigm Code of Conduct
and take action when a suspected violation of the Code has been reported. Leaders should ensure that
their direct reports understand that business results are never more important than ethical conduct and
compliance with the Veradigm Code of Conduct. Leaders are encouraged to take the following steps to
support compliance with the Code:

PREVENT COMPLIANCE ISSUES:

Identify business compliance risks

Ensure that processes, tailored to address their particular risk areas, are communicated and
implemented

Provide education on Veradigm policies to direct reports and (where appropriate) third parties

DETECT COMPLIANCE ISSUES:

Implement control measures to detect heightened compliance risks and/ or violations
Promote an effective Speak Freely program

Ensure that periodic compliance reviews are conducted, with the assistance of the Veradigm
Compliance Team

RESPOND TO COMPLIANCE ISSUES:

Contact the Veradigm Compliance Team if a concern is reported
Work with the Veradigm Compliance Team on identified issues
Promptly respond to reported concerns

Take prompt corrective action to fix identified weaknesses
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Team Members Are Encouraged to Report Concerns

Raising an integrity concern protects Veradigm and its Team Members. If Team Members have
concerns about compliance with the Veradigm Code of Conduct, they are encouraged to raise those
concerns. Team Members should raise concerns early; the longer they wait to address a concern, the
worse the situation may become.

Team Members may remain anonymous in reporting a concern. However, if they identify themselves,
Veradigm will be able to follow up and provide feedback. Confidentiality will be respected to the
extent possible while investigating and resolving reported concerns. A Team Member’s identity and
the information they provide will be shared only on a “need-to- know” basis with those responsible
for resolving the concern.

No Tolerance for Retaliation

Veradigm values the help of Team Members who identify potential problems that need to be
addressed. Veradigm prohibits retaliation against any Team Member who honestly raises an issue
of concern. The Team Member may not be subject to any adverse employment action, including
separation, demotion, suspension, loss of benefits, threats, harassment or discrimination based on
their report. Team Members who have raised a concern should continue to be treated with courtesy
and respect. If Team Members believe they have been subject to retaliation, they should report the
matter to the Chief Compliance Counsel immediately. Retaliation against a Team Member for
honestly raising a concern is grounds for discipline up to and including dismissal.

TAKE ACTION:

Leaders should take action
when a suspected violation is
reported
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Ways to Report a Concern

Veradigm offers several channels for reporting concerns. Team Members are encouraged to use the channel that
is most comfortable for them to report compliance concerns.

WITHIN A TEAM MEMBER’S DEPARTMENT:

Generally, a supervisor or manager will be in the best position to resolve an integrity concern quickly.
However, a direct supervisor is not the only option. Other resources include:

- The Veradigm Chief Compliance Counsel or the Veradigm Legal Team
. Department head

- Human Resources

VERADIGM SPEAK FREELY PROGRAM

The Veradigm Speak Freely Program allows Team Members to voice their integrity questions and concerns,
anonymously if they choose (options marked below with a *), and receive a response:

Call*
. Global Compliance Hotline at: 866.206.1906 for calls originating within the United States
or Canada or 740.934.4784 for calls originating outside the United States or Canada

Online*

«  https://ethcomp.com/Veradigm (all locations)

Write*
Chief Compliance Counsel, Veradigm CALL:

222 Merchandise Mart Plaza, Suite 2024, Chicago, IL 60654 Global Compliance Hotline

866.206.1906
(United States and Canadal)

complliance@veradigm.com https: / /ethcomp.com /Veradigm

(all locations)

Email

Penalties for Violations

Team Members and leaders who violate the spirit or the letter of Veradigm Code of Conduct or associated
policies are subject to disciplinary action up to and including termination of employment, contract, or consulting
agreement. Misconduct that may result in disciplinary action includes:

- Violating the Veradigm Code of Conduct or policies

« Requesting that others violate the Veradigm Code of Conduct or policies

- Failure to cooperate in investigations of possible policy violations

. Retaliation against another Team Member for reporting an integrity concern

« Failure to demonstrate leadership and diligence to ensure compliance with the Veradigm
Code of Conduct, compliance policies, and the law
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Team Members are entrusted to carry out their duties to the best of

their abilities and within the best interests of Veradigm. They are

entrusted with assets, financial obligations, confidential information,
communication responsibilities, and important decisions that will
determine the company’s success and reputation.
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VITAL

Connected to Veradigm 'NFORMATION

Conflicts of Interest

A conflict of interest exists when a Team Member’s duty of undivided commercial loyalty to Veradigm
is or is perceived to be prejudiced by personal benefit or potential personal benefit from another
source. Conflicts of interest may result directly through the Team Member’s activities or indirectly
through the activities of a family member, persons sharing their household, or friends and associates.

Team Members must not directly or indirectly attempt to influence any decision of the company in
order to derive a personal or financial benefit.

It is also important that members of the Veradigm Board of Directors do not have material conflicts of
interest that have not been appropriately considered and waived by the company. As a result, if an
actual or potential conflict of interest develops for any reason, a Director should promptly report it to
the Veradigm General Counsel and/or Chairman of the Nominating and Governance Committee for
evaluation. Any matter that would be material and detrimental to Veradigm (as determined by the
Veradigm General Counsel and/or Chairman of the Nominating and Governance Committee) will be
brought to the attention of the entire Board of Directors for a determination of whether a material
conflict of interest exists and, if so, whether a waiver should be granted.

Team Members may not accept gifts of more than nominal value from suppliers or clients,
particularly if they are making decisions on behalf of Veradigm that involve those that are offering
the gift. In these instances, they should contact the Veradigm Legal Team to obtain a waiver from
the Management Compliance Committee.

Team Members can find the full details of the Veradigm Conflicts of Interest
policy at: Veradigm Policies
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EXAMPLES OF CONFLICTS OF INTEREST (this list is not exhaustive)

Part-time jobs performed during Veradigm business hours or using Veradigm systems
and/or property

Direct or indirect vertical reporting relationship with a family member or others with
whom there is a significant relationship

Discounts or other perks from suppliers, pariners, or clients that are not available to the
public or other Veradigm Team Members

Compensation for speaking engagements on behalf of Veradigm

Outside employment or consulting agreements with a Veradigm client, partner, vendor, or
competitor, or having a significant financial interest in their enterprise

Board positions with entities that have a Veradigm relationship or might expect financial
support

WHAT TO DO

Disclose (in writing to your manager and the Veradigm Legal Team) all outside activities,
financial interests or relationships that may either present or appear as a conflict

Provide a competitive opportunity for suppliers and partners to fairly earn Veradigm
business

Use good judgment in all personal and business dealings outside your job
Ask yourself if what you are doing is right for Veradigm

Act professionally and make business decisions without any consideration of personal
gain

Avoid actions or relationships that may cause potential conflicts or create the appearance
of a conflict with your job or the best interests of Veradigm

Get approval before accepting an officer or director position with an outside business
while you are an employee of Veradigm

ASK YOURSELF:

Is what | am doing right for Veradigm?
Avoid actions, outside jobs, or
relationships that conflict with the best
interests of Veradigm
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& WHATNOTTO DO

« Do not solicit or accept salaries, fees, commissions or any other type of compensation from
any individual or organization that conducts or seeks to conduct business with Veradigm or
a competitor

- Do not have a significant financial or other interest in those who deal or compete with
Veradigm

« Do not make a loan or extend credit to or receive a loan or credit from those who deal
with Veradigm
- Do not attempt to give an unfair advantage to family members or close personal friends

who are seeking a contractor or vendor relationship, internship, or other employment
opportunity with Veradigm

QUESTIONS
Q: What if | am not sure about whether an activity outside of work poses a conflict of interest?

A: Unfortunately, it is not possible to list all the circumstances that might signal potential conflicts of interest. One
of the best ways to gauge whether the activity creates a conflict of interest is to consider a series of questions:
Does the activity interfere (or give the appearance of interfering) with your Veradigm duties? Are you, a
member of your family, or a close personal friend receiving improper personal benefits through the activity
because of your position with Veradigm? Does the activity compete against the interests of Veradigm? If you
answer “yes” to any of these questions, a conflict of interest may exist, and its circumstances must be disclosed to
the Veradigm Legal Team.

VITAL

INFORMATION

Insider Trading

National and local securities laws in many of the countries in which Verisign operates prohibit the purchase or
sale of a company’s securities by persons who are aware of material information about that company that is not
generally known or available to the public. These laws also prohibit persons who are aware of such nonpublic
information from disclosing this information to others who may use that knowledge to trade a company’s
securities.

Material nonpublic information is any information that, if it were made public, could affect any investor’s decision
to buy or sell the stock of a company. Team Members who have nonpublic material information relating to
Veradigm or its business are prohibited from buying or selling Veradigm securities or engage in any other action
to take advantage of, or pass on to others, that information. This also applies to trading in the securities of
another company (for example, Veradigm clients, suppliers, contractors, outside advisors, vendors, and partners)
if Team Members have nonpublic material information about that company that they obtain by virtue of their
position at Veradigm. Team Members should contact Investor Relations or the Veradigm Legal Team if they have
a question regarding whether information they possess is considered nonpublic.
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Team Members are also prohibited from tipping off others; that is, passing along nonpublic material information
to friends or family under circumstances that suggest that the Team Member was trying to help such individuals
make a profit or avoid a loss. Besides being considered a form of insider trading, tipping is also a serious breach
of corporate confidentiality. All such information should be kept strictly confidential.

It is important that Team Members comply with a Veradigm Blackout Period. Blackout periods, or dates, are
windows of time during which there are restrictions on exercising stock options and buying or selling Veradigm
stock. Veradigm has prescheduled blackout periods, often before the end of each quarter, at a fiscal year-end,
or just after earnings are publicly announced.

Veradigm may also issue an unscheduled blackout period prior to major announcements. Team Members will be
given advance notice of any blackout periods by email.

Team Members can find the full details of the Veradigm Insider Trading policy at: Veradigm Policies

NONPUBLIC INFORMATION That Could Affect Stock Price
- Signing of large client contracts
. Strategic alliance agreements
. Developments in lawsuits
- New products
< Product recalls or failures
- Significant security breaches

- Market information acquired on suppliers, partners, or competitors due to position at
Veradigm

- Termination of contracts or agreements

«  Mergers and acquisitions BE AWARE:

Employees may NOT trade any
Veradigm stock during a blackout, this

. Sales figures, profit margins, market shares

- Government investigations includes trading or exercising stock

. Audit results options, stock purchased through the
Employee Stock Purchase Plan, and
any additional stock that Team
Members may have purchased on
their own through a personal
brokerage
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@ WHAT TO DO
. Strictly abide with all company-designated stock blackout periods

< Maintain the confidentiality of Veradigm information and do not convey this information to
anyone outside the company unless authorized

- Limit disclosure of highly sensitive financial data to only Team Members that require the
information to carry out their responsibilities

- Ensure that immediate family and others living at home, as well as friends or business
associates, comply with the Veradigm Insider Trading Policy

e WHAT NOT TO DO

« Do not buy or sell a security because you hear or learn of information at work that you think
will make the price go up or down once it is publicly announced

- Do not talk with non-Veradigm personnel about what you are working on, where you are
going on company business, or who has visited the office

BE EXTRA CAREFUL WHEN

- Trading securities before major announcements which could give the appearance of insider
trading

- Answering questions from family members, business partners, or friends about the financial
health of Veradigm

. Asked or approached by investors, analysts, industry consultants, or other third parties who
want sensitive information about Veradigm; refer these individuals to Veradigm Investor
Relations

Protecting Confidential Information

During the course of their work, Team Members may have access to confidential information concerning
Veradigm, its clients, its business partners, and patients. Team Members are expected to safeguard confidential
information and not to divulge it unless they are authorized to do so and it is necessary for the performance of
their duties. Team Members are also obligated to report any incident that they may be aware of that could
compromise the confidentiality, integrity, or availability of the information.

Team Members are expected to comply with any non-disclosure agreement executed as part of their
employment with Veradigm. A Team Member’s obligation to treat information as confidential does not end
when they leave Veradigm. Team Members may not disclose confidential information to new employers or to
others after ceasing to be a Veradigm Team Member.

Team Members should ensure that their professional and personal communications do not disclose confidential
information. For example, Team Members should not forward internal email strings/chains or emails stamped
“Attorney-Client Privileged” to external parties, such as clients or suppliers.
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Protecting confidentiality of any individual health information or medical records is particularly critical. Veradigm
takes its responsibility to meet privacy and security standards for protected health information (PHI) seriously. Team
Members with access to PHI must take all necessary precautions to ensure its confidentiality. Please see “Medical
Records Privacy Laws” within this Code for additional information.

Team Members can find the full details of the company’s confidentiality policies in the Veradigm Team Member
Handbook, the Veradigm Privacy Policy, and the Veradigm Security Policy. All of these can be found at: Veradigm

Policies

EXAMPLES OF CONFIDENTIAL INFORMATION (this list is not exhaustive)

« Protected health information
. Flowcharts

. Software programs and Engineering drawings
subroutines

« Client lists
. Algorithms
- Inventions

- Source and object code (whether patentable or
not)

. Techniques and methodology
«  Schematics

. Contracts

- Strategy documents

- Financial information

- Business plans

- Works of authorship

« Client information

. Know-how

« Vendor information, pricing, and compliance
reports

- Ideas

- Personnel files and records
- Audit reports

- Log files

« Vendor information, pricing, and compliance
reports

Physician identifiers and transaction data
National Provider Identifier (NPI) data
Firewall rules (hosted /non-hosted)
Internal security and/or risk assessments
Business risk analyses

Disaster recovery and business continuity
plans

Facility security plans

Patent program-related documentation
Innovation disclosure forms

Draft patent applications

Hosted environment network maps
Internal procedural documents
Pending deals

Pricing policies

Product specifications

New product roadmaps

Costs or other financial data

Veradigm work information on personal cell
phones, computers, or tablets

Data schema
Acquisitions and merger information
Planned press releases

Any information considered confidential by
contracts or agreements

REMEMBER:

Information encountered during the course of business
at Veradigm may be considered confidential whether
or not it is designated as confidential
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THINGS TO CONSIDER

«  Remember, information encountered during the course of business at Veradigm may be
considered confidential whether or not it is designated as confidential

« All hard copy and electronic notes, memoranda, reports, drawings, manuals, materials, data, schedules,
lists, and other papers and records of any kind which come into a Team Member’s possession as a result of
their employment which concerns or relates to confidential information are the sole and exclusive property
of Veradigm (or its clients or partners) and must be surrendered at any time upon request

. Team Members should contact Human Resources or the Veradigm Legal Team if they have any questions
on whether information they are handling is considered confidential or for questions about how to properly
handle confidential information

QUESTIONS
Q: Are my handwritten notes, notebooks, and meeting minutes considered confidential?

A: Yes, all notes and other such documentation, whether handwritten or electronic, are considered confidential
information and should not be disclosed.

Q: What must | do if | need to share confidential information with a client or a potential vendor?

A: Veradigm requires all clients and outside vendors that require access to confidential information to enter into
an Veradigm Legal Team approved confidentiality agreement before such information is provided. Contact the
Veradigm Legal Team to ensure that the right confidentiality agreement is in place to fully protect the
company’s confidential information.

Good Controllership

Team Members should comply with good controllership practices. Good controllership means complying with
accounting policies, processes, and controls. It also requires reporting information and metrics accurately and on a
timely basis. Good controllership principles include maintaining complete, accurate, and timely records and books,
safeguarding all company assets, maintaining sound processes and controls, and complying with document
retention policies including preserving documents and records. Team Members who have accounting, internal
controls, or auditing concerns should report their concerns in the manner in which they are most comfortable based
on the mechanisms outlined in “Ways to Report a Concern” within this Code.
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& WHATTO DO

« Do completely and accurately execute all financial and operational controls for which you are
responsible in a timely manner

. Do submit only accurate expense reports, timesheets, purchase requisitions, payment requests,
and invoices

- Do follow all of the company’s client contracting procedures and ensure client contracts are
complete and accurate, reflecting all agreed upon business terms, obligations, commitments,
and promises

. Do protect company assets from risk of loss
. Do comply with review & approval procedures

- Do comply with all applicable document retention policies, including procedures to preserve
documents (like email) for pending or reasonably foreseeable litigations, audits, and
investigations

€3 WHAT NOT TO DO
. Do not circumvent established controls
- Do not create false or incomplete financial entries or records

- Do not make false or misleading statements to anyone, including Veradigm team members,
auditors, vendors, or clients

- Do not make or agree to business terms, obligations, commitments, or promises that are not
contained

«  within the client contract (in essence an oral or written “side agreement”)

- Do not misrepresent the capabilities or warranties of any product or service offering

Record Accuracy & Retention

It is critical that Team Members maintain complete, accurate, and timely business records and accounts to reflect
all business transactions appropriately, whether the information is financial or non-financial in nature. Veradigm
Team Members should become familiar with applicable policies regarding records retention and to adhere to
those procedures as outlined in the policies.

In the event a Team Member receives a directive from the Veradigm Legal Team to “HOLD” documents and
business records, they must comply with the order immediately. They should not attempt to delete, modify, or
adijust any document properties. Team Members must continue to hold all business records subject to a hold
order until they receive specific instruction from the Veradigm Legal Team to discontinue the hold. These holds
may be placed as a result of a subpoena, a pending, imminent or contemplated litigation, a government
investigation, or other official proceedings requiring documents to be held.

Team Members can find the full details of the Veradigm Records Management Policy at: Veradigm Policies
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EXAMPLES OF BUSINESS RECORD (this list is not exhaustive)

«  Emails «  Calendars

- Contracts - Drafts versions

- Certification documentation . Employee records

- Release notes . Expense reports

«  Notes & notebooks « Training materials and programs
- Project notes - Veradigm Intranet

«  Financial recordkeeping « Letters and memos

- Tax-related documentation

. Patent and other documentation associated
with government filings REMINDER:

Clean out and dispose of business records regularly according to
the Record Retention Schedule (if not subject to a “HOLD” order)

@ WHATTO DO

- Retain all documentation (electronic and paper) pertaining to a
“HOLD” order by the Veradigm Legal Team, regardless of Record Retention Schedule

. Develop a system to retain and store documents long-term since HOLD orders can last several years
- Ensure the accuracy of all business information and accounts recorded on paper or electronically

- Record dates and times on notes, financial records, and expense reports accurately

- Ensure sensitive information is properly destroyed when disposing of business records

« Clean out and dispose of